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C - binary linear [n,k,d] code

C - self-orthogonal code i€ C C*+

C - self-dual code ifC = C*
Any self-dual code has dimensiénr=n/2

All codewords in a binary self-orthogonal code hav
even weights

Doubly-even code - all its weights are divisible by ¢

Singly-even self-dual code - if it contains a
codeword of weightv=2 (mod 4
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Extremal self-dual codes

If Cis a binary self-dualn,n/2,d] code then
d <4[n/24 +4

except whem =22 (mod 24 when
d<4[n/24+6

Whenn is a multiple of 24, any code meeting the bounc
must be doubly-even.
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Optimal self-dual codes

A self-dual code Is called optimal If it has the largest
minimum weight among all self-dual codes of that

length.
Any extremal self-dual code is optimal.
For some lengths, no extremal self-dual codes exi:
There are no extremal self-dual codes of lengths 2
4,6, 10, 26, 28, 30, 34, 50, 52, 54, 58, ...

Conjecture: The optimal self-dual codes of lengths
24m+r forr = 2, 4, 6, and 10 are not extremal.
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The shadow of a singly even code

C - singly even self-dudh,k =n/2,d| code
Co - Its doubly even subcode:

Co={veC|wt(v) =0 (mod 4}
dimCo=k—1
Co={veC|wt(v) =2 (mod 4}
C=CuUC

= Cy =CoUCLUCLUCs
S=Cy \ C = C1 UC;3 - the shadow of

0C2009, Varna

—p. €



Properties of the shadow

uveGCG=u+veCyi=0123;
ueC,veCy3=u+ve(y;

if n=2 (mod 4 thenC, = 1+ Cy;
if n=0 (mod 4 thenl e C,.
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Singly-even self-dual codes

If



Welght enumerators

S(x,y) =Y Bix"y
Bi = Bni;
Bo =0;
B =0forallr £n/2 (mod 4);
Br <1lforr <d/2;
By/2 <2n/d, By» # 2n/d —1;
if n=2 (mod 4) thenBy,, < 2.
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Example - [50,25,10] codes

1 1 3

S(Y) = 554606V * 32a5—5—12a6)y5+---

= ag = 2048 or O
Sy) =y-+196°+--- W(y) =1+196/' 0+ ..
ag =0, ag = —323
S(y) = By + (250— 10B)y° + (42800+ 45B)y*3 + - -

W(y) = 1+ (580— 32B)y'°+ (7400+ 16B)y**+ - --
=0<pB<2

ooooooooooooooooo



Example - [50,25,10] codes

LetC be a [50,25,10] SD code with

Sy) =y+196°+--- W(y) = 14196/ + ...

Then all the codewords of weight 10@hshare a
common nonzero coordinate and the deletion of that
coordinate gives é19, 25, 9] code whose minimum

weight codewords support a quasi-symmetricl2:9, 6)
design.
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t — (V,k,A\) designs

At—(v,k A) designis:
a set ofv points;
a family of blockss = {B C 2, |B| = k};

an incidence relation between them such that
v=|7|, every block is incident with preciseky

points, and every distinct points are incident with
blocks.

Any t-design is also a— (v, k,As) design fors < t:

B (V—5) B B
Ag = (k_s))\s+1(s_1,...,t 1), At=A
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Assmus-M attson Theorem

Binary case:
C - [n,k,d] binary linear code;
C' - its orthogonaln,n—k, d] code;

t - aninteger, &<t < d, such thaC has not more than
d —t nonzero weightsv < n—t.

Then:

the supports of all codewords @hof weightu form
at-design;

the supports of all codewords @~ of weightw,
d- <w < n-—t, form at-design.
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Secret-sharing (n— 1 parties)

s¢c [Fq - the secret;

G = (GoG1...Gh_1) - a generator matrix of a code
C of lengthn;

v € IF§ - the information vectoyGo = s;
u=VvG;
to each party we assigp,i =1,....n—1,;
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Computing the secret

sis determined by the set of sharas,, ui,,...,U;_}

m
<—— Gg = ZXjGij, 1<ii<---<Im<n-1
=1

~—3(1,0,...,0,¢i,,0,...,0,¢_,0..,0) €C*, (Ci,,...,Ci_) #

So by solving this linear equation, we fimgand from
then on the secret g= vGp = 3L, XjVGi, = 3L, Xjui;.
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[ - access structure

If ® Is the set of parties involved In the secret-sharing,
then

={AC 2 : Acan uncover the seciet
A <€l - minimum access group If

Bel andBC AimpliesB=A

= {A| Ais a minimum access grolip

[ - the minimum access structure.
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Secret-sharing based on an SD code

C - an SD code with wiS) =1
[ ={A| Ais the support of a vectare C,}.

Any group of size less thath— 1 cannot recover the
secret.

There aréj; groups of size — 1 that can recover the
secret.

It Is perfect, which means that a group of shares
either determines the secret or gives no informatio
about the secret.

When the parties come togetdéi'l%lj cheaters can
be found.
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Secret-sharing based on an SD code

D; - the 1-design formed from the vectors of welight
[ ={A| Ais the support of a vectare C with vo = 1}.

Any group of size less thath— 1 cannot recover the
secret.

There are\1(D;) groups of size — 1 that can
recover the secret.

It Is perfect, which means that a group of shares
either determines the secret or gives no informatio
about the secret.

When the parties come togetdéﬁ%lj cheaters can
be found.

0C2009, Varna — p. 1¢



n=24m+8l +2,1 =0,1,2, wt(S) = 1

12m+-41+1 ), 3mH-| 2 43m i) 41 y3 .
W(y) = ajyl= % ci(1+y)"TTVT (y—y?) e
2, W2
6m+-2 | 3mH-| | ABMHI—1)+1 1 _\A)«
_ AL B . (2y) (1-y*)
Sy)= 3 b= 3 (e .
3| —i

i
ci:Zaijaj: Z Bijbj
=

J=0
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n=24m+8l +2,1 =0,1,2, wt(S) = 1

Theorem 1 Extremal self-dual codes of lengths 24m-+ 2
and 24m+ 10 with wt(S) = 1 do not exist.

Com+1 = O2m+1.0 = Bom+1.0

—0— (12m+1)(56m+4) (5m—1\  96m [ 5

B 2m+1)(m—1) \m-2/) 2m+1\m-—

— 1 12m+5 /5m+1\ 2Bm——l om+1
o2m4+1\ m /) T2m+1\ m
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n=24m+8 +2,1=0,1,2, wt(S) = 1

Theorem 2 C- optimal [24m+2,12m+ 1,4m—+ 2] D
code with wt(S) = 1.

The set of codewords of weight u in Cy without the
common zero coordinate holds a 2-design.

The set of codewords of weight w in Co without the
common 1-coordinate holds a 2-design.

C - extremal self-dual [24m—+ 18,12m+ 9,4m+- 4| code
with wt(S) = 1.
The set of codewords of weight u in Co without the
common zero coordinate holds a 1-design.

The set of codewords of weight w in C, without the
common 1-coordinate holds a 1-design.
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One-part secret sharing

_et C be a binary self-dual

24m+18,12m-+ 9,4m+-4] or
24m+-10,12m-+ 5,4m+ 2] or

24m+2,12m+ 1, 4m—+ 2] code with w{S) =1

[ = {A| Ais the support of a vectare C,}.
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Two-part secret sharing

Let C be a binary self-dudR4m+2,12m+ 1, 4m+- 2]
code with wtS) =1
1 ={A] Ais the support of a vectare Cy }.

> ={A|Alis the support of a vectare C, with vi =vp =
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Two-part secret sharing

Let C be a binary self-dugb0, 25, 10| code with
wt(S) =1

For the first part of the secret, the access structure
contains 196 groups of size 9.

For the second part we take these 36 blockS tiiat
have 1 in the first position. Without the first point,

the blocks oD hold 1— (48,8,6) designD;.

We take these 6 blocks &f; that have 1 in the first
position. Then, for the second part of the secret, th
access structure consists of 6 groups of size 7.
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Two-part secret sharing

'0 recover the two-part secret should first be used
the groups of size 7. They recover the second part
the secret.

After that to recover the other part of the secret we
use these groups (they are of size 8 already) and t
other 30 groups of size 8. We add a new participar
that has ones in these 36 groups (the other entries
0).

At last, we use the obtained 36 groups of size 9, al
the other 160 groups of size 9 to recover the first p
of the secret.
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